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Dedicated	Crypto	Chip	for	Secure
Hardware-based	Key	Storage

Senquip ORB

Senquip Cloud
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Security Features
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AES-256	Encrypted	FLASH	memory	for
application	and	all	device	settings 
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Each device comes provisioned with unique
client certificates for out-of-the-box secure
communication with the Senquip Cloud

Sensor to Cloud Architecture
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TLS
OAuth2 

TLS v1.2 for all for transport security
including to customer hosted servers

Customer client credentials can be loaded
and stored securely using Senquip Portal
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All customer data stored in the cloud is
encrypted at rest using AES-256.
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